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Abstract: Security of Multimedia is very challenging task in today because data move over Internet. Anyone can easily hack or 

misuse the data specially images. So hide data such as text document, images, and audio, video in to digital images. In this 

paper, we proposed random significant bit (RSB) method for text or image watermarking. Random significant bit method and 

least significant method implemented using java. Compare random significant bit method and Least Significant method on the 

basis of time. Found that random significant bit method take less time compare to Least Significant method.     

 

Keywords: Information security, Image watermarking, Digital watermarking, LSB, RSB. 

 

I.  INTRODUCTION  

In generally digital watermarking is a technique for inserting 

information into an image. It is an evolving field that 

requires continuous effort to find the best possible method in 

protecting multimedia content. It is a process of embedding 

information into digital multimedia content such that the 

information can later be extracted or detected for variety of 

purposes including identification and authentication. 

 

Figure1: Watermarking digital image Work 

Watermarks and watermarking techniques can be classified 

into several categories taking into account by this various 

criteria [2]. As it can be noted, one of the criteria is 

embedding domain in which the watermarking is 

implemented. For example, watermarking can be done in the 

spatial domain. An alternative possibility is the 

watermarking in the frequency domain.  

Watermarking techniques can be classified into the following 

four categories according to the type of the multimedia 

document to be watermarked:  

 Image Watermarking  

 Video Watermarking  

 Audio Watermarking  

 Text Watermarking.  

According to the human perception, digital watermarks can 

be classified into three different categories, as follows:  

 Visible watermark  

 Invisible-Robust watermark  

 Invisible-Fragile watermark  

 Dual watermark.  
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Watermarks and watermarking techniques can be divided 

into various categories in various ways. The watermarks can 

be applied in spatial domain. An alternative to spatial domain 

watermarking is frequency domain watermarking. It has been 

pointed out that the frequency domain methods are more 

robust than the spatial domain techniques. Different types of 

watermarks are shown in the figure: 

 

Rest of the paper is organized in the following manner, 

Section I contains all the introductory requirements to 

understand the research area. It also provides the detailed 

explanation about image watermarking, Section II presents 

literature survey on watermarking techniques available with 

this domains, In Section III we studied wide variety of 

existing mechanism, algorithms and architectures, In section 

IV we present our proposed work and algorithm, Section V 

result analysis shows the calculated result by our proposed 

algorithm and also compared with existing algorithms, last 

section VI we conclude the work done by us. 

 

II. RELATED WORK  

The existing watermarking techniques can be classified as 

either to be object space based or frequency space based 

approaches. While the object space approaches embed the 

information by modifying the original data directly, the 

frequency domain approaches transform the original data 

into frequency domain first and embed watermarks there. Till 

very recent, researches on watermarking have been mainly 

focused on the digital media such as text, image, sound and 

video [2]. The first attempt to introduce the watermarking 

technology into the computer graphics world was probably 

made by R. ohbuchi. el al.[3,4].  

Benedens[5] presented another object space based method 

through altering the normal vectors calculated from the 

surface geometry of a 3D model. He demonstrated the 

robustness of the method against the simplification attacks.  

 

On the other hand, Kanai et al.[6] proposed a frequency 

space based approach by using wavelet transform and multi 

resolution representation of polygon models. Watermarks are 

embedded in the wavelet coefficient vectors and are  

 

imperceptible and invariant to the affine transform. However, 

the application of the method is limited to those triangle 

meshes whose mesh topology fits into a 4-to-i subdivision 

connectivity scheme.  

 

The method developed by E. Praum el al[7J also based on 

multi-resolution representation, but can be applied to 

arbitrary triangle meshes. This is realized by constructing a 

set of scalar basis function over mesh vertices. Watermarks 

are embedded in the model by perturbing the vertices along 

the direction of surface normal, weighted by the basis 

functions. They also suggest making watermarks survival 

from simplification by re-sampling an attacked mesh using 

the original mesh connectivity.  

 

III. EXISTING SYSTEM 

In the existing method, pixel values of cover image and 

watermark image are converted into binary. The cover image 

is of size m x n and the watermark image is of size (m x n)/8. 

The 8th bit of each pixel of cover image is replaced by the 

each bit of watermark image. In this way watermark is 

embedded and watermarked image is obtained.  

 

Figure2: Types of Watermarking 
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Figure3: Least Significant Bit Method for Watermarking 

 

IV. PROPOSED SYSTEM 

A complete digital watermarking system consists of 2 basic 

modules: watermark embedding module and watermark 

detection and extraction module. Watermark embedding 

module is answerable for adding the watermark signal to the 

initial knowledge. 

 

The block diagram of the watermarking system is shown in 

below figures.  

 

Figure 4: Detection Module of Watermark 

 

Figure 5: Extraction Module of Watermark 

 

V. RESULT ANALYSIS 

Water marking is developed in this research with help Java 

(JDK1.8) and Net Beans IDE8.02 on window operating 

sytem7. All forms of water marking design in Swing. Graph 

plotted for computation time and memory management using 

JFreeChart Library. In Result Analysis compare proposed 

system with existing system in term of computation time and 

memory. 

 

 
 

Figure 6: screen shot of random significant bit of watermarking 

 

 
Table1: Time Comparison between Least significant bit and random 

significant bit 

 LSB RSB 

Image-1 4.3 2.4 

Image-2 6.5 4.4 

Image-3 3.5 1.8 

Image-4 4.5 2.8 
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Figure 7: Time Comparison between Least significant bit and random 

significant bit 

 

VI. CONCLUSION 

A technique within which a watermark is generated 

employing an m-sequence generator. The watermark was 

embedded to the random vital bit (LSBs) of the initial image 

to supply the watermarked image. The watermark was 

extracted from a suspected image by taking the random vital 

bits at the correct locations. Detection was performed by a 

cross-correlation of the initial and extracted watermark. They 

showed that the ensuing image contained AN invisible 

watermark with easy extraction procedures. However the 

watermark wasn't sturdy to additive noise. The proposed 

algorithm work well as compare to existing algorithms.  
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