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Abstract— Nowadays, the mechanisms are growing among the high speed and novel developments are accomplished day by 

day. Every day as a huge amount of data shared within the diverse users on the internet so the sharing of data is enhanced. In 

order to hide the occurrence of the communication, the steganography is utilized. In a suitable carrier such as image, video or 

audio this mechanism deals among the insertion of the secret message. Due to its broad utilization on the internet, the digital 

images are majorly preferred over the other carriers. For the implementation, the MATLAB software is utilized. In this paper, a 

couple of methods are utilized to embed the secret message. Those methods are original binary form and complemented form 

of a binary converted message, to advance security. For the embedding purpose, fuzzy edge detection technique is utilized and 

in order to hide the information into an image, the LSB mechanism is proposed. In the proposed work fuzzy technique will be 

utilized to offer more sharp edges having more data and to acquire the continuity. Huffman coding compression technique is 

utilized to compress the data and also to send more data on less space. The MSE, BER, and PSNR are utilized as a calculation 

of performance analysis. 
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I. INTRODUCTION 

 

Steganography is word taken from the two Greek words as 

"steganos" and "graphie" which imply "disguised" and 

"expressing" independently. Mutually it alluded as hid 

(covered up or secured) the message. In 1499 first term was 

used by the Johannes Trithemius in his Stegno-graphia. He 

has made a hypothesis on the cryptography and 

Steganography conceal as a book on enchantment. In this 

way message which is concealed under the dissent is 

considered as cover which can be of anything i.e. pictures, 

articles, shopping records or other cover content. Thus, it is a 

high security strategy considered for long data transmission. 

Accordingly, Steganography is the route toward disguising 

the message before transmit it to the collector. Data can be 

covered up inside another electronic medium, for instance, 

content, picture, sound or video. With the use of this system 

interloper won't have the ability to the occurrence with the 

message. Steganography can be associated with 

cryptography. Following exhibits the model of 

Steganographic process with cryptography: 
 

 

 

 

 

 

 

 

 

 

 

 

 
Figure 1 building block of Steganography 

  

 
Figure 2 A model of the Steganographic process with 

cryptography  
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General Concept or motivation driving execution of picture 

Steganography is to impart between the people without 

having anxiety of being struck of messages. On account of its 

purposes of intrigue, it has been used in a couple of locales 

including military, learning operators or offices. These fields 

of covert work required a system which can hide their 

essential data and no direct individual can survey the 

significance of the data. The rule target of using 

Steganography is to keep up a key separation from the 

thought of the attacker from the covered information in the 

transmitted just as aggressor would come to understand that 

there is a covered data into the sent message then onlooker 

will endeavor each possible idea with the objective that he 

can read the covered message. Steganography joined with the 

frameworks known as Steganography frameworks utilizing 

wordings seem to be: 

1. Cover Message  

2. Secret Message  

3. Secret Key 

4. Embedding Algorithm  

5. Extracting Algorithm  

1. Cover Message is the carrier of the message which can be 

in any format such as an image, audio, video, text or any 

digital media.    

2. Secret Message is the message that needs to be hidden 

which will be hidden using cover message discussed above.   

3. Secret Key this key is use to embed the message with the 

help of different hiding algorithms.  

4. Embedding Algorithms these algorithms are used to 

embed the message into the cover message.    

5. Extracting Algorithm these algorithms are used at the 

receiving side where receiver extracts the hidden message 

from the stegno file using secret key.    

 

II. PROBLEM FORMULATION 
 

Steganography is a method utilized to transfer a secret 

message from a sender to a collector in a way with the end 

goal that a potential interloper does not expect the presence 

of the message. Generally this can be done by embedding 

the secret message within another digital medium such as 

text, image, audio or video. Different Steganography 

procedures have been proposed before but still the required 

outcomes were not accomplished. Based on writing survey it 

is established that the strategy that was generally utilized 

with the end goal of image Steganography was LSB (Least 

Significant Bit). The main problem in traditional method is 

that canny edge detection approach provides less no. of 

sharp edges due to which we can send less data. So there is a 

need to replace the old technique with the new one. So that 

new technique provides more sharp edges and continuity. 

More data will be transmitted on more number of sharp 

edges. Another problem is the size and the security of the 

data. In traditional methods less data covers large space so 

data compression technique is needed to compress the data 

so that more data will be transmitted on low space and 

security is also increased by one level with the use of 

compression technique.  

 

III. PROPOSED WORK 
 

In order to resolve the issues of the existing technique, a 

new method is combined with the LSB technique fuzzy edge 

detection technique. The image stegnographic algorithms are 

presented for embedding secret messages in images. In the 

proposed technique, initially the image is extracted from the 

database and then embedding and data hiding is performed. 

For the embedding purpose, fuzzy edge detection technique 

is used and to hide the data into an image LSB technique is 

proposed. In the proposed work fuzzy technique will be used 

which provides more sharp edges having more data and 

continuity will be achieved. In traditional methods firstly 

data is converted into ASCII code and then to binary code 

which covers a lot of space and security is also an issue here. 

So we need to compress the data by a compression 

technique. Hence there is a requirement to develop such a 

technique that can be able to secure the data as well as to 

send more data on less space by using compression 

technique that is Huffman Coding. 

 

IV. METHODOLOGY 
 

Image Embedding: 

1. First step is to select the cover image for the 

purpose of image steganography. 

2. Next step is to design fuzzy system. 

3. Perform edge detection by using FIS. 

4. The image with detected edges is obtained. 

5. While selecting the image for steganography, 

simultaneously, the text for hiding is entered by the 

user.  

6. After entering the text, next step is to convert the 

text to its ASCII code.  

7. The ASCII code is then converted to the Binary 

code. 

8. The compression is applied to the binary code.  

9. Then the data hiding is done by using the edge 

detected image and compressed data. 

10. Finally, the stego image is obtained. 

Data Extraction 

1. First step in this process is to select the stego image. 

2. After selecting the stego image the edge extraction 

is performed. 

3. The data from the detected edges is extracted in this 

step. 

4. Perform the decompression of extracted data. 

5. Convert the Binary data to the ASCII code. 

6. In last the ASCII code is converted to the 

Characters for readability purpose. 

4.3 Block Diagram of proposed work 

1. Image Embedding Process 
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Figure 3 Proposed Data Embedding Process 

 

 

2. Data Extraction 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Figure 4 Proposed Data Extraction Process 

 

 

 

V. SIMULATION MODELS 

1. Result of the proposed work among original 

Binary stream of the secret message: 

The graph of Figure 5 shows the Comparative Analysis 

of PSNR of Fabric of the proposed and the traditional 

method.  The PSNR of the Fabric is shown on the y axis 

of the graph whereas the traditional and proposed 

mechanism is shown on the x axis. The value of the 

PSNR of Fabric ranges from 0 to 80. The PSNR of the 

proposed work is much higher than the traditional work. 

 

 
Figure 5 Comparative Analysis of PSNR of Fabric 

 

The graph of Figure 6 shows the Comparative Analysis 

of PSNR of Onion of the proposed and the traditional 

method.  The PSNR is shown on the y axis of the graph 

whereas the traditional and proposed mechanism is 

shown on the x axis. The PSNR of the proposed work is 

high comparative to the traditional work. 

 
Figure 6 Comparative Analysis of PSNR of Onion 

 

The graph of Figure 7 shows the Comparative Analysis 

of PSNR of Pears of the proposed and the traditional 

method.  In the signal the proportion of the information 

and the noise is referred to the PSNR which supposed to 
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be high. In this graph the PSNR of the Fabric increases 

gradually for different Q-Factors. 

 
Figure 7 Comparative Analysis of PSNR of Pears 

 

The graph of Figure 8 shows the Comparative Analysis 

of PSNR of Pears of the proposed and the traditional 

method.  The value of PSNR ranges from 0 to 80. The 

PSNR should be high. 

 
Figure 8 Comparative Analysis of PSNR of Pepper 

 

2. Result of the proposed work among Complimented 

Binary stream of the secret message: 

The comparison of PSNR of Fabric of the proposed and 

traditional work by using complimented binary stream of 

the message is shown in the Figure 9. In this graph it is 

shown that the PSNR of the proposed method is high by 

either using original binary stream or using 

complimented binary stream.  

 
Figure 9 Comparative Analysis of PSNR of Fabric with 

Complimentary values 

The graph of Figure 10 depicts the Comparative 

Analysis of PSNR of Onion with Complimentary values. 

The PSNR of the proposed work is high that is 79 

whereas the PSNR of the conventional mechanism is 65.  

 
Figure 10 Comparative Analysis of PSNR of Onion with 

Complimentary values 
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The PSNR of Pears with Complimentary values is 

shown in the Figure 11 which represents the comparison 

of the existing method and the proposed work. The 

PSNR of the proposed work is high comparative to the 

existing method.  

 
Figure 11 Comparative Analysis of PSNR of Pears with 

Complimentary values 

 

 
Figure 12 Comparative Analysis of PSNR of Pepper 

with Complimentary values 

 

The graph of Figure 12 shows the Comparative Analysis 

of PSNR of Pepper of the proposed work with the 

conventional mechanism. In this graph it is shown that 

the PSNR of the proposed work is high.  

The Table 1shows the PSNR values by using original 

binary stream and also by using complimentary values 

of binary stream of the secret message of the Proposed 

Work. 

Table 1 PSNR of the Proposed Work 

 

Image 

Name 

 

Image 

size 

PSNR (dB) 

by using  

Binary 

stream 

PSNR (dB) by 

using 

Complimentary 

stream 

Fabric 512*512 78.4305 78.6697 

Onion 512*512 78.8418 79.0166 

Pear 512*512 78.1406 78.3022 

Pepper 512*512 79.7904 79.8803 

 

VI. CONCLUSION 

The steganography uses a cover image to hide the message, 

such that no intruder can ever detect any message being 

hidden in communicated image. The receiver extracts the 

message using a secret key provided by the sender to the 

particular and legal receptor of the message. Hence, the 

communication is established between the transmitter and 

the receiver secured of all possible threats from intrusion. In 

this paper the original binary converted data stream of secret 

message and the complemented version of the binary 

message have been embedded. The PSNR value is evaluated 

for these two mechanisms. A high PSNR is possessed by the 

acquired Stego image. Hence it is proved from the results 

that the PSNR of the proposed method in both the cases 

whether using original binary stream or using 

complimentary values is always high and better than the 

traditional method. 

As the proposed work offers the better results but more 

amendments can be done by finding the optimum locations 

in the image to hide the data on those optimum locations in 

order that the quality will not be degraded.  
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