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Abstract- Vehicular Ad-Hoc Network (VANET) is a variation of MANET (Mobile Ad-hoc network). MANET has many 

nodes involved without the central network and the nodes are equipped with network skills. If node leaks through a large 

network of service disruptions that can produce one of the anomalies of the inter-domain route. Route leaks are among the 

routing policies of autonomous systems because of the violation. Unfortunately, there are not many studies that location and 

route analysis of the route leak issue were discussed. There exist few convention solutions that can be problem as a first route 

of defense, such as route filters. The proposed system is applied based on the Network Route Identification leaks based on 

Node Location estimation (NRINLE). The path trail attracts different colored network system simulation polyline or marker 

node customization. There is more network simulation travel leaks on routes that are recommended for traveling by location. 

The main method can be location spaces like node tripping path leaks. In the network we create a rather fundamental 

theoretical application, a specific way of active network fits with a path leak location. Then motive the probable occurrence of 

route leaks in different location scenarios, with the aim of formulating requirements for their identification. And hence thereof 

prevention to good performance improve location leaks reliability. 

 

Keywords-Location-based service security, point of interest, Network Route identification based on Node Location estimation, 

Optimal location route estimated 

 

I. INTRODUCTION 

   

As an essential service, time synchronization plays a vital role in VANET (Vehicular ad hoc network), Public transport delays 

different device live about network maps really important security information storage. Let me know look as dataset would 

like little place consists of a tracking device. With interesting overall calculation data displaying pages. A number of the 

vehicle driving around the world VANET (Vehicular ad hoc network) tracker application assume that every node point of 

location. Network information it save the location identification snapshot take device.   

 

Each location is updated, each location receives the course about the number of vehicles to be reached in the final direction of 

the journey. For example 3, 33,000,333 location every time or second traveling 24 hours unique id based on travel each stop. 

A direction of the device at time delaying off-road inactive device on-road travel speed increase. Node edit from a database 

point of latitude and longitude first stop to last stop. Device visualization work spatial data it is 170000 points. This point of 

view has been analyzed in the location.   

 

The point of viewpoint color is the direct source, the depth of the display depends on the other color number in the upper left 

and right corners. How about we take a gander with those parts that guide the beginner's two topics in the bottom of a very 

deep bottom. With more zoom, you can see that it's genuinely heaps of focuses b now and again they are not all that exact 

trust, for another situation a portion of the cable cars finished their vacation. In drawing the polyline and line match of other 

location new curve with the minimum distance to each area. 

 

Node position of map sequence of this approach works well focus on average millions of points probably use it someday. Has 

some source implementation on-road maps location of people position. Starting point now has all the points that will create 

our line. We could find out where are the trams go (direction value) and use this place, VANET points would do it having 

specific order only cloud of with no. 
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Figure 1.1 source to destination route 

 

Figure 1.1 resolve this network maps the tracking of assets and device most significant node around the real-time. Along 

device time was traveling route identification many cellular systems view the all location point out tracks with IP (Internet 

protocol) address. In the device tracking technologies check out the number location resolve the problem. One of the most 

serious issues coordination's industry faces today is the following of benefits and vehicles. We have a bundle of approaches to 

determine this issue, Cellular advancements have been around for quite a while and in most cases are sufficient to track a 

vehicle continuously. Our task will utilize both of these advancements to accomplish this objective. Look at how our 

application will look like toward the finish of this instructional exercise.  

 

Route Leaks Node 

These are similar to a wireless sensor network in the sense that they rely on wireless connectivity in the node and connection 

of source to end node. The spontaneous formation of fibers so that the sensor node connected can be transported network 

wirelessly. Route leaks of VANET are spatially distributed autonomous data view to monitor physical data to the system or 

environmental conditions, such as multiple nodes creating. And to cooperatively pass their data through the network to the 

main location. The more modern networks are bi-directional, also enabling control of sensor system activity. 

 

 
Figure 1.2 Route Leaks Node Connection 
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Figure 1.2 network reference to a collection of data dispersed and active sensors for monitor and record the physical conditions 

of the setting and organize the collected data at a central location. The modem can do just utilizing network mode, only 

creating multiple ways or wirelessly connected from system need with a wireless sensor node auxiliary mode. The focal get 

station will have a quick broadband web association with a static id to get remote station information through the network and 

a network modem with SIM to get remote station information through Short Message Service (SMS). The focal get station will 

run a File Transfer Protocol (FTP) server application to get the system information from a remote station.  

 

II. RELATED WORK 

 

Discussed a conscious aware routing protocol for mobile VANET technology create by the network topology is the major 

significant for selecting the route to transmits the data packets to reach the destination. The greatest challenges were raised in 

the network topology of mobile wireless sensor networks to route the data from source to destination. Therefore, the routing 

protocols should have the location information of the nodes and less energy consumption and latency [1].  Ad-hoc network on 

demand distance vector routing a new calculation for the task of such specially appointed systems. Every mobile host works as 

a specific switch and courses are acquired as required on interest with practically zero dependence on intermittent notices [2].  

 

Their new routing algorithm is quite suitable for a dynamic, self-starting network as required by users wishing to utilize ad-hoc 

networks adhoc on demand distance vector provides loop-free routes even while repairing broken links. These sensors are 

typically radio enabled nodes with simple transducers connected to a microcontroller. Sensor networks use many small, 

inexpensive nodes that can sense, compute, and communicate with each other to interact with the physical world. Sensor 

network configuration may require consideration of aspects of the physical environment [3]. 

 

The node originates from the necessity that we have not just to recognize where the pack is dropped yet, also, distinguish 

whether the drop is thoughtful or accidental. In particular, because of the bright idea of remote medium, a parcel drop in the 

system could be caused by brutal channel conditions [4]. In an open network condition, connect node is information sharing 

one node to other node, and may not be fundamentally little than the parcel dropping rate of the inside aggressor the inside 

case, where by pernicious centers that are a piece of the course misuse their insight into the cooperation to drop few packs 

basic to the system execution. To enhance the discovery exactness, the connections between lost parcels are distinguished. 

Holomorphic direct authentication based open examine is created that enables the identifier to check the network system [5]. 

 

Cognitive radio technology enables the opportunistic use of the vacant licensed frequency bands, thereby improving the 

spectrum utilization. However, the cognitive radio operation must not interfere with the transmissions of the licensed or 

primary users, and this is generally achieved by incurring a trade-off in the cognitive radio network performance [6]. 

Established directing calculations for remote specially appointed systems endeavor to improve a conclusion end-to-end metric. 

There is a rich writing on established directing conventions that utilization arranges wide communicate with no limitation data, 

insatiably forward network dependent on the goal area, or utilize limited system data spreading over a few jumps to enhance 

the decision of way. Be that as it may, these methodologies are not suited for cognitive radio activity as there is no help for 

simultaneously choosing the spectrum band or considering the effect routes may have on other licensed devices sharing the 

spectrum [7]. 

 

In advanced network-on-chip systems, the failure constrains the on-chip bandwidth and network throughput. Fault-tolerant 

routing algorithms aim to alleviate the impact on performance. The ant colony optimization-based fault-aware routing order for 

load balancing in faulty networks. The virtual channel-based fault-tolerant routing algorithms relax parts of routing restrictions, 

which allow multiple transactions to share a single physical channel in time multiplexing. The virtual channel can adopt the 

turn model-based and fully adaptive-based routing for different channels to guarantee deadlock-free [8]. 

  

The intracluster convention is utilized to course messages between less great node and their group heads while the network 

convention is utilized to course messages between group heads. In these conventions, the ability of every individual sensor isn't 

famous, and the twisted connections are not completely used a convention that separates the different transmission scopes of 

sensors and exploits the uneven connects to accomplish guaranteed conveyance rate. Be that as it may, our primer work does 

not uncover the connection between the guaranteed conveyance rate and the system parameters. An improve that in our 

examination, give a more far-reaching portrayal, and lead more recreations to legitimize our structure thought and computed 

overhead more quite [9] [10]. 

  

The development of wireless communication technology, the shortage of radio spectrum resources is to limit the bottleneck of 

sustainable development and application of wireless mobile communication, and resource scarcity has become increasingly 
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serious, to the new system, the frequency spectrum of the business and technology are very low [11]. Spectrum is a limited, 

precious and nonrenewable resource, in the spectrum resources under the background of the increasing aggravation of the 

contradiction between supply and demand, identify radio technology arises at the historic moment [12]. Effective measures to 

solve the frequency spectrum is scarce, which identify users by using spectrum is obtained by means of perception, the 

authorized users, secondary utilization of unused spectrum to identify radio network routing presents the new characteristics of 

contrary to the wireless network, such as diversity and time-varying spectrum set with nodes are available, and more dynamic 

network topology, only consider the hop routing possible because the link capacity and stability of the routing delay in 

consumption big problem [13].  

  

VANET node energy efficient routing protocol which has a significant effect on the overall lifetime of the network. Routing 

plays a key role in increasing the energy efficiency of a wireless networks [14]. The wireless network is a type of computer 

network that uses wireless data connecting various network elements like coaxial cable, fiber optics, user datagram protocols 

and in this kind of network, which is called a wireless network we have these wireless elements, wireless connections that help 

to form this network and this kind of medium of a kind of waves that help them to connect electromagnetic radio waves to get 

connected to the internet, or to form any other network [15]. 

 

The networks are particularly vulnerable to the denial of service attacks launched through compromised nodes or intruders. The 

new attack, the ad hoc mobile network, which results in denial of service when used against all previously on-demand ad hoc 

networks routing protocols. To defend routing protocols against the mobile network attack, a secure generic component, called 

mobile network, which can be a generic secure component, called mobile network, which can be applied to adhoc on demand 

distance vector routing protocol to allow that protocol to resist the rushing attack. Applied to Adhoc on demand distance vector 

routing protocol to allow that protocol to resist the rushing attack [16] [17]. 

 

VANET congestion can be divided into transient congestion and persistent congestion. Transient congestion is caused by link 

variations, and persistent congestion is caused by the source data sending rate. Congestion control mechanism can be classified 

into end-to-end congestion control and hop-by-hop congestion control. End-to-end congestion control performs precise rate 

adjustment at the source and intermediate nodes according to the current quality of service level at sink node. End-to-end 

congestion control mechanism is that it heavily relies on round-trip time [18].  

 

Information and communication technologies are commanding new challenges to the future Internet, for which universal 

accessibility, high bandwidth, and dynamic management are crucial. However, traditional approaches based on the manual 

configuration of proprietary devices are cumbersome and error-prone, and they cannot fully utilize the capability of physical 

network infrastructure. Recently, software-defined networking has been touted as one of the most promising solutions for the 

future Internet [19]. 

 

The wireless sensor network consists of small sensing devices that can be readily deployed in diverse environments to form a 

distributed wireless system for collecting information in a robust and autonomous manner [20].     

  

III. MATERIALS AND METHODS 

 

The location identification of route leaks polyline is the main step toward solving the route leak problem. Thus, we are 

systematically analyses the various network node connected where the route leaks are possible, and then propose a mechanism 

for their identification of route polyline color using the definition of route different color marking in the node rules stated in the 

previous section. In this algorithm Network Route identification leaks based on Node Location estimation (NRINLE) the 

multiple dominate significant location initial draw the map. In where is located for the node to solid performance in areas with 

best network map connectivity. Network connected with internet service all the node travel with a place on area drawing the 

line. Color estimate to line data storage builds multiple codes in a single solution. Mobile size with a strip on map display node 

position identification. It quickly panning to node location rendering, our platform ensures advanced approach data with a 

match to delivery on the node. The vector image load at more than frames development android chip and smartphones in travel 

on fast or slow just on the device tracking. In every 5-second node move with loading on map planning server data transfers 

88% to list direct competitors. Size of location initial road display node experience design our robust suite customizes aspect to 

build a unique node.  
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Figure 3.1 Based on Node Location Flow Diagram 

 

Figure 3.1 Location map intense apparatus that gets utilized billions of times each day around the globe. A significant number 

of us would be truly lost without it. You compose in where you need to go, and location maps will give you different choices 

on the most proficient method to get yourself there utilizing an auto, strolling, or taking accessible transportation. 

 

A lesser-known element is that network maps will enable you to change a course. If utilize this component to perceive how far 

I kept running on my morning runs around the area. This component is additionally helpful in the event that you need to design 

a reroute or meal break into your excursion designs. Here's the way to tweak a course in network maps. 

 

3.1 Recommended Routes Travel 

 

We assume that the route polyline identification analysis only uses readily available from the network data. The network data 

node use from the parallel path direction own polyline demo moving on the network path.  The recommended course of a route 

between start source locations to end destination location sees that device. It is highway estimated remainder direction in 

onside position. Return the source location direction draw the thin blue line destination point. The slots more than stop visited 

for A, B, C, D, etc. sub location traveling network node each direction layer. Layer move the live position route polyline draw. 

 

Recommended Routes Travel Algorithm 

Input: Choose Route Direction 

Output: Recommended Routes Travel 

Step1: Start 

Step2: Different direction route recommended time estimate understanding roads quick marker color. 

Step3: Node different device (d) on choosing one method, with direction ongoing route to the line, draw the network maps. 

Example {Device: bus, track, cycle, bike, train, car}   Node 

Step4: One direction choose node condition of the route (r) 

           Initial state on source(s) start point 

           Destination (d) on end point 

           If (route! = null) 

           {  

                   Take less time direction route to draw the line 

                   Estimated route time prefers shorter routes by distance draw the line on the safe intersection  

                   Gradient and Distance Intersection Route 

            Else 

              No travel device alert message send 

Network 

Multiple Node 

Location 

Smart node 

route  

Network 

display 
Device  

Location leaks 
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Step5: Transport on service congestion and other factors affecting device should implementation other device trip or distance 

calculated 

Step6: Route on-road the map travel, off-road the map different time consisted main source inaccuracy route estimates 

experienced device. 

Step7: Routes travel recommended  

Step8: stop 

 

 

 

Figure 3.2 Routes Travel Recommended 

 

Figure 3.2 route direction of the on-road device. In this device stop or go network node position source to destination method. 

Active device (d) on choosing one device, with direction ongoing route to a line, draw the Google maps.  
 

3.2 Node Tripping Route Leaks 

In where is location starting route travel sessions end destination. In this number of the trip going destination location with 

calculated average speed and average trip going and trip duration software development. Network Route identification leaks 

based on Node Location estimation (NRINLE) route display with travel on the path. Estimated Time of Arrival (ETA) in 

Start 

Direction route recommended time estimate 

understanding roads quick marker color 

Device (d) on choosing one method, with direction 

ongoing path to a line, draw the network maps 

Device: bus, track, cycle, 

bike, train, car 
If route 

Take Less Time Direction 
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The way on-road the map travel, off-road the map 

Stop 

Device choose 

Yes 

No 



   International Journal of Computer Sciences and Engineering                                     Vol.6(12), Dec 2018, E-ISSN: 2347-2693 

  © 2018, IJCSE All Rights Reserved                                                                                                                                        204 

device how money trip was traveling on this route. Enabled functions number trip on this route calculated time duration 

shortest way selected. In travel on source point to a destination point, latitude and longitude automatic stopped. Location 

elevation trip was moving intersection of node speed calculated. 

 

Node Tripping Route Leaks Algorithm 

Input: Routes direction  

Output: Tripping Route direction 

Step1: Start 

Step2: Voluntary stop  

           Example: route, line, direction, stop, break 

Step3: Node moving direction speed and distance around the area assumes a baseline, the number of intersections each route 

part specific that elevation. 

Step4: Which device travel on the direction with the time calculated source location to end destination location geo-map view 

in vehicle speed. 

Step5: Number of stops visited. 

Step6: Visited all the location information save that Google server. 

Step7: In that speed on device moving 18km/hr trip distance. 

Step8: Total number of stop and number location other factor condition on directly. A node traveling average speed spend 

Google maps route estimate the trip on-road, off-road device not calculated route than on-road with device main source 

inaccuracy. 

Step9: Location leaks on the route directly in point out the algorithm 

Step10: Stop 

 

Figure 3.3 Tripping Route Node flow diagram 
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Figure 3.3 direction of route travel selected path on-going road sum of location to find out a server. For example route, line, 

direction, stop, break draw the map. The node moving direction speed and distance around the area assumes a baseline 

location. Device travel on the direction with time calculated source location to end destination. 

 

IV. RESULTS AND DISCUSSION 
 

Network system with developing NS-2 software good output display. In this comparison clearly shows our proposed method 

give better result compared to the existing system. The proposed idea from the methods is simulated using the network node, 

then all code is created on the TCL (Transactional Control Language) script. There are existing system of location prediction-

based routing (LPBR) and route optimization with location privacy (ROLP) compare with future system. The proposed method 

based on Network Route identification leaks based on Node Location estimation (NRINLE) in network route improved the 

parameter for analysis of packet delivery, analysis of end to end delay, analysis of throughput ratio, analysis of transmission 

ratio and identify route leak performance for the network system developed.  

 

4.1 Analysis of Packet Delivery 

In NS-2 simulation created multiple nodes, node data one or more than node send with packet transmission. The device 

which route selected and packet delivery next node where is located a source to destination represents all packet in this 

network. 

PDR = Location leaks Packets node received/Leaks node Produced parcels * 100 ----- (4.1) 

 

Table 4.1 Analysis of Packet Delivery 

No. of. Data 5 10 
15 20 25 30 35 40 45 50 

LPBR in % 2.01 6.13 12.06 16.34 21.19 26.73 31.52 35.92 42.30 46.41 

ROLP in % 3.42 7.43 13.09 17.47 22.46 27.48 31.97 36.57 43.57 46.58 

NRINLE in % 4.77 9.01 14.53 18.96 24.25 28.86 34.13 38.55 44.80 48.06 

 

The above table 4.1 data packet delivery ratio compare with existing method of a table to the better than propose system 

high-level data delivery Network Route identification leaks based on Node Location estimation (NRINLE). 

 
Figure 4.1 Comparison of Analysis Packet Delivery 

 

Figure 4.1 shows about the data packet delivery as a percentage. The proposed system developed Network Route 

identification leaks based on Node Location estimation (NRINLE) dark blue color indication in the graph, the proposed 

system of data packet delivery high level denotes the graph displaying some of range.  
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4.2 Find the End to End Delay   

 Data off-road travel route point with process packet drop inside a network. Node on-road position travel packet low-

level drop. In stopping the network idea process time delay data transmission destination point. 

 

Table 4.2 Find the Data End to End Delay  

No. of. Data 10 20 

30 40 50 

LPBR in % 14.01 19.89 28.84 35.23 45.87 

ROLP in % 13.32 18.64 25.98 33.54 31.61 

NRINLE in % 8.76 14.09 18.87 29.76 27.03 

 

The above table 4.2 data mode network system data processing in the proposed methods for data delaying minimum level 

route leaks in the table.  

 
Figure 4.2 Analysis of End to End Delay Comparison  

 

Figure 4.2 Data delaying network system in every second node processing on the simulation for each node traveling on the 

data low level delay for the proposed method. Understood planned Network Route identification leaks based on Node 

Location estimation (NRINLE) dark blue line indicator for graph view.  

 

4.3 Analysis of Throughput Ratio 

 Initial stage packet one node to other node sends packet delivery throughput network ns-2 node development. Throughput data 

analysis of network performance to the location simulation to conclude the result displaying table is obtained as 

           Throughput= analysis of data transferred / Time taken Data           ------- (4.2) 

 

Table 4.3 Analysis of Throughput Table 

No. of. data 10 20 

30 40 50 

LPBR in % 8.13 22.65 36.54 43.45 44.65 

ROLP in % 10.44 24.43 37.67 44.65 44.78 

NRINLE in % 19.23 29.96 40.78 47.78 48.98 
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With comparison table 4.3 network actions recommendations usually follow a similar form the existing systems compare 

with proposed method. Differences are based on whether a throughput grant node support for a network development. 

 

 
Figure 4.3 Analysis of Throughput Data 

 

Figure 4.3 shows about the data or node delivery as a percentage for the network system. Network Route identification 

leaks based on Node Location estimation (NRINLE) in the proposed method node leaks on packet throughput network 

simulation at the node matching from the graph.    

 

4.4 Analysis of Transmission Ratio 

The communications network is a link point that can send a network node to create data, store or distributed network from 

the transmission data selective on the route. It is some of the node sources to destination data transmitted on the network 

system. 

Table 4.4 Comparison of Data Transmission Rate 

No. of. Data 5 10 
15 20 25 30 35 40 45 50 

LPBR in % 3 11 16 19 22 26 27 29 35 41 

ROLP in % 5 13 17 22 25 29 31 33 36 42 

NRINLE in % 9 17 20 26 29 33 35 37 39 46 

 
Figure 4.4: Analysis of Transmission Ratio  
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The idea of networking at system points came with the use of data transmission. In this proposed system 96% at the level of 

compare with existing system high level data improving system for packet on data transmission show that values table 4.4 

and figure 4.4.  

 

4.5 Identify Route Leak Performance 

  That is to develop methods which utilize data available within the location, i.e., in the Location Information Base 

(LIB), and route leak finding to identify location leaks in the real time network system. The perspective network of an 

authentication node which wants to detection route leaks, it can data receive route leaks only from a neighbor network 

performance. 

RL (Route Leak) = 
                 

                       
       ------ 4.3 

 

Table 4.5 Route Leak Performance 

No. of. Data 10 20 
30 40 50 60 70 80 90 100 

LPBR in % 11 14 22 29 38 44 55 66 73 79 

ROLP in % 13 17 25 31 40 47 57 68 75 82 

NRINLE in % 15 19 29 33 43 56 59 71 79 90 

 

 

 
 

Figure 4.5: Route Leak Performance 

 

Table 4.5 and Figure 4.5 it network route leak performance of method. Showing the Network Route identification leaks 

based on Node Location estimation (NRINLE) better than leaks route between the comparison tables for 90% data route leak 

comparison existing better the node leaks. 

 

V. CONCLUSION 

 

Since this is an extension from VANET jobs, the location of the new networking site leak service plan will consider the 

location server density information. The route leaks problem is the difficulty of node route a path between two nodes joining 

with node communication. Wireless nodes communication such that the sum of the node connection of its constituent node is 

created. An example of the node is finding the network quickest way to get from one location to another on a network map. 

But in route identification, choose way can be considered in the bearing route shortest way on the go network device. If the 

direction leaks identification of improving the proposed system for transmission node performance of 46% and node 

throughput 48.98%.  The basic route is the business supportability of function, connecting network, the model of exploration, 

a point on nodes or transfer from data ability of the terminal. This idea was put forward that network node can efficiently 

route leaks identification solve those problems. 
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